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The following samples was/were submitted and identified by/on behalf of the applicant as :
Sample Submitted By

Sample Description

Style/ltem No.

Sample Receiving Date
Testing Period

a7
®i#E " Signature Properties... "

-~

Signature Validation Status

A Signature validity is UMEMOWMN.

= - The decument has not been modified since this signature was applied.

| - The signer's identity is unknown because it has not been included in your list of
trusted certificates and none of its parent certificates are trusted certificates.

[ Signature Properties... ] I Close




L=

®i#E " Show Signer’s Certificate "
r Signature Properties u1

& Signature validity is UNEKNOWN.

Signing Time: 2016/12/19 08:10:07 +0&'00"
Reason: What is DSR? Refer http://dsrwmheletech.com
Location: SGSTW
Validity Summary
The document has not been modified since this signature was applied.

The certifier has specified that Form Fill-in, Signing and Commenting are
allowed for this document. No other changes are permitted.

The signer's identity is unknown because it has not been included in your list of
trusted certificates and none of its parent certificates are trusted certificates,

Il
i Signing time is from the clock on the signer's computer.
Signature was validated as of the signing time:
2016/12/19 08:10:07 +08'00"
i Signer Info
The path from the signer's certificate to an issuer's certificate was successfully
built.
| Revocation checking was not performed.
i
Show Signer's Certificate... I
Advanced Properties... ’ Validate Signature ] ’ Close

S

BHE " Trust " — BELE " Add to Trusted Certificates... "
[ Certificate Viewer ) & - " . - iy

it

|| This dislog allows you to wiew the detals of a certificate and its entire hauance chain. The details
comrespond to the selected entry. Multiple suance chains are being displiyed becauie none of the
chains weee Rased by & trust snchaor,

Show all cer 3 found

cation pa

.\'uus-gn Class 3 Public Prirna ml Detadls | A
= WeriSigm Class 3 Secure Se | -

AR SFEL 0 This cortifec st s mot theted.

Trugt Settangs Ll

K Sgn decumants of data
K Cotiy documents

M Execute dyrumic content thet is embedded in a
certified document

MW Execute bagh preilege levaSenpts that are embedded in '
& certdfied decument

M Pedorm privileged system cperstions (networking,
pranting, file socess, ebe.)

I' fidd 10 Trusted Cenificates... I

4 1 ¥

| @ The selacted certificate path is valid,

| The path validation checks were dome at of the signing time
20061219 08:10:07 «02700"
Wahdutsen Madet Shell




TBRA
mhEE " OK "

- - - ™
Acrobat Security -m u

If you change the trust settings, you will need to revalidate any signatures to see
i E the change.

Trusting certificates directly from a document is usually unwise, Are you sure
you want to do this?

LERIN

MNEBERERN 4 EEIFHEI]2) - BRE " OK " BIERETH

[ 1mgort Contact Settings —irm

—— — - -

Certificate Details
Subject: W 0Ecom
Bssuwer WenSign Class 3 Secure Server CA - G3
Usage  Digited Signature, Encrypt Keys

[Expiratson:  2017/8/29 T 11:50:59

Tioast
& certificate used to sign a document must either be designated as a trust anchor or

chain up o & trust anchor in order for signature validation to succeed. Revocation
checking is not performed on or above a trust snchor,

[+ Use thas certificate & & trusted root

M ssgruature validation sucoseds, trust this centrficate for:




THt

FEMEERTESEE  CERESEE - BHE "B " gHRITINEUESE -
LGRS - BRAEAE Trust 8 - HIRTEEME (5 EEIEBEECZTS - Add to Trusted
Certificates... B IR I AR5 E ) BIFTR R EMHIN -

Cartificate Viewer L - - - |_ “
|| This dialog allows you to view the details of a certificate and its entire ksuance chain. The details
correspond to the selected entry.

] Show all cartification paths feund

VeriSign Class 3 Secure Server Sl.lmmuy | Detaits | Revacation | Trust || Policies [I.agal Natice |
WANW,SG5.COM |

This certificate is directly trusted in your trusted certificates list.
Trust Settings

This certificate is set &4 & trust anchor, the result being that
this certificate and all certificates issued beneath this
gificate are trusted to:

Sign documents or data
Certify documents

Execute dynamic content that is embedded ina
cedtified document

Execute high privilege JavaScripts that are embedded in
# certified document

Perform privileged systern operations (nebworking,
printing, file access, ste.)

. | L1} ¥

@ The selected certificate path is valid.

The path validation and revocation checks were done as of the signing times
| 2016/12/19 08:10:07 = 0800
Validation Model: Shell
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